**АННОТАЦИЯ**

**Рабочей программы дисциплины**

|  |  |
| --- | --- |
| ***Дисциплина***  | **Право цифровой безопасности**  |
| ***Направление подготовки***  | 40.03.01  | Юриспруденция  |
| ***Направленность (профиль)***  | Право цифровой экономики  |
| ***Объем дисциплины***  | 6 з.е.  |
| ***Формы промежуточной аттестации***  | Экзамен; курсовая работа   |
| ***Кафедра***  | *гражданского права*  |
| ***Краткое содержание дисциплины***  |
| Тема 1. Общая характеристика правовых аспектов обеспечения цифровой безопасности   |
| Тема 2. Административно-правовой режим обеспечения цифровой безопасности    |
| Тема 3. Меры защиты и юридическая ответственность субъектов цифровых отношений в гражданском праве   |
| Тема 4. Обеспечение цифровой безопасности нормами уголовного права   |
| Тема 5. Обеспечение безопасности работников. Правовой режим персональных данных   |
| Тема 6. Судебный порядок обеспечения цифровой безопасности   |
| Тема 7. Правовые аспекты обеспечения международной цифровой безопасности   |
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| ***Перечень информационных технологий, включая перечень лицензионного программного обеспечения и информационных справочных систем,  онлайн курсов, используемых при осуществлении образовательного процесса по дисциплине***  |
| **Перечень лицензионное программное обеспечение:** - Программы для ЭВМ «Лицензия на право установки и использования операционной системы общего назначения Astra Linux Common Edition ТУ 5011-001-88328866-2008 версии 2.12. Контракт на выполнение работ для нужд УРГЭУ № 35-У/2018 от «13» июня 2018 г. - Программы для ЭВМ «Мой Офис Стандартный. Лицензия Корпоративная на пользователя для образовательных организаций, без ограничения срока действия.  Контракт на выполнение работ для нужд УРГЭУ № 35-У/2018 от «13» июня 2018 г.  **Перечень информационных справочных систем, ресурсов информационно-телекоммуникационной сети «Интернет»:** Общего доступа - Справочная правовая система ГАРАНТ - Справочная правовая система Консультант плюс  |
| ***Перечень онлайн курсов*** |
| В данной дисциплине не реализуются  |
| ***Перечень профессиональных стандартов***  |
| В данной дисциплине не реализуются  |

Аннотацию подготовил                                Г.З. Мансуров

**Перечень тем курсовых работ**

|  |  |  |
| --- | --- | --- |
|   | **Дисциплина**  | **Право цифровой безопасности**  |
|   | **Направление подготовки**  | 40.03.01 Юриспруденция   |
|   | **Направленность (профиль)**  | Право цифровой экономики   |
|   | **Кафедра**  | Гражданского права  |

|  |  |
| --- | --- |
|  | Понятие и общая характеристика правонарушений в сфере цифровых отношений. |
|  | Особенность административно-правовая ответственности за правонарушения в цифровой сфере. |
|  | Договорная ответственность в сфере цифровых технологий. |
|  | Деликтная ответственность в сфере цифровых технологий. |
|  | Особенность административно-правовая ответственности за правонарушения в цифровой сфере. |
|  | Защита персональных данных по российскому законодательству.  |
|  |  Правонарушения в сфере эмиссии и обращения криптовалют. |
|  |  Правонарушения в сфере эмиссии и обращения цифровых прав. |
|  | Договорная ответственность в сфере цифровых технологий. |
|  |  Преступления общеуголовного характера в сфере цифровых правоотношений. |
|  |  Квалификация фишинга по Уголовному кодексу РФ. |
|  | Нарушение правил эксплуатации средств хранения, обработки или передачи компьютерной информации и информационно-телекоммуникационных сетей (статья 274). |
|  | Неправомерный доступ к компьютерной информации (статья 272). |
|  | Создание, использование и распространение вредоносных компьютерных программ (статья 273).  |
|  | Нарушение установленного законом порядка сбора, хранения, использования или распространения информации о гражданах (персональных данных) (статья 13.11 Кодекса об административных правонарушениях РФ). |
|  |  Неисполнение обязанностей организатором распространения информации в сети «Интернет» (статья 13.31 Кодекса об административных правонарушениях РФ). |
|  |  Воспрепятствование уверенному приему радио- и телепрограмм и работе сайтов в сети «Интернет» (статья 13.18 Кодекса об административных правонарушениях РФ). |
|  |  Разглашение информации с ограниченным доступом (статья 13.14 Кодекса об административных правонарушениях РФ). |
|  | Незаконная деятельность в области защиты информации (статья 13.13 Кодекса об административных правонарушениях РФ). |
|  | Нарушение правил защиты информации (статья 13.12 Кодекса об административных правонарушениях РФ). |
|  | Проблемы взаимодействия международного публичного и внутригосударственного права в сфере обеспечения цифровой безопасности. |
|  | Проблемы реализации и защиты права человека в условиях развития современных цифровых технологий. |
|  | Проблемы обеспечения информационной безопасности в условиях цифровизации.  |
|  | Правовые аспекты риска цифровизации государственного аппарата.  |
|  | Компетенции органов государственного управления в сфере обеспечения цифровой безопасности. |
|  | Защита персональных данных по российскому законодательству.  |

Аннотацию подготовил                                             Г.З. Мансуров